
 

 

 
 

Privacy Notice 
Based on the provisions of the Federal Law on the Protection of Personal Data Held by Private Parties 
(the “Law”), this notice aims to provide you with information about our policies regarding the 
handling of personal data in order to obtain your consent for this, establish mechanisms for you to 
revoke such consent or limit the processing of your personal data, and other purposes established 
by the Law. Mexican Council of Industrial Suppliers Cluster AC (the “Responsible”), as the entity 
responsible for the protection of personal data and, where applicable, sensitive personal data, is 
committed to ensuring the confidentiality and/or privacy of the personal information obtained or 
processed from individuals with whom it has a commercial, employment, or other type of 
relationship. 
 
The present privacy rules also apply to the Responsible Party and, by way of example but not 
limited to, its subsidiaries, affiliates, parent companies, or other legal entities or individuals related 
and/or third-party service providers of the Responsible Party or sponsors, donors, and employers 
(the “Third Parties”). These Third Parties will be subject to and must expressly accept the transfer 
of personal data and/or sensitive personal data (the “Data”) and assume the same obligations as 
the Responsible Party, so that they may directly or indirectly obtain, store, transfer, use, and 
generally process Data (understanding that the Responsible Party will not be liable for the actions 
of the Third Parties except to the extent established by the Law). 
 
 

Responsible for 
Data Protection 

Mexican Council of Industrial Suppliers Cluster AC, located at Parque 
Las Hadas 683, 32440 Colonia Los Parques, Ciudad Juárez, Chihuahua, 
is responsible for the processing of your Data. 
 
How to contact us:   
Data Protection Department   
Address: Parque Las Hadas 683, 32440 Colonia Los Parques, Ciudad Juárez, 
Chihuahua.   
Phone: +52 656 438 5051   
Email: datos@capim.com.mx   

 
The person or department named above is the designated individual 
or department by the Responsible Party that will handle requests from 
data subjects and the exercise of rights referred to in the Law (the 
“Data Protection Department”). 

What purposes 
do we collect 
and process your 
Data for? 

We use the Data for the ordinary development of our activities. We 
also retain this Data to evaluate the suitability of our relationship with 
our employees and suppliers, as well as with the individuals to whom 
we provide assistance services. These uses include, but are not limited 
to:   

• Activities related to service provision, including processing 
requests.   

• To provide or request services.   



 

 

• Promotion of the Responsible Party’s activities.   

• Informing about changes in our services.   

• Creation and management of commercial and/or labor 
relationships.   

• Payment processing for purchases or other services.   

• Protection against potential fraudulent transactions or 
their identification.   

• When permitted by law, providing information about 
services of the company or third parties.   

• Compliance with obligations contracted with third parties.   

• Evaluating the quality of our services.   

• Enforcing our terms and conditions of operation and 
managing our company.   

• Evaluating the profile of our suppliers and employees or 
potential suppliers and employees and confirming and 
updating the data provided by them.   

•  Aggregating them into any other database, system, or 
platform aimed at fulfilling the benefits for which they were 
originally collected.   

What Data do 
we obtain and 
where do we get 
it from? 

The Responsible Party obtains and processes Data in various ways 
from different areas of our business, including Data you provide us 
directly, documentation that third parties deliver to conduct business 
operations with us, information from our website, or data you provide 
when using our online services and other electronic and documentary 
means. 
  
The scope of the Data collected depends on the nature of our 
relationship with the data subject (varying, for example, if it concerns 
an employee, supplier, client, or prospects from these groups). The 
Data collected and processed by the Responsible Party includes, but is 
not limited to, the following (and includes sensitive data): 
  

• Name.   

• Address.   

• Email account.   

• Mobile phone number.   

• Home phone number.   

• Office phone number.   

• Employment status.   

• Industrial sector.   

• Sub-sector.   

• Financial information.   

• Productive capabilities.   



 

 

• Quality certifications.   

• Clients.   

• Foreign trade information.   

• Products and services.   

• Certificates.   

• Photographs.   

• Previous addresses or names.   

• Additional information provided by the data subject in job 
applications, correspondence with the Responsible Party, or 
Third Parties.   

 
How can you 
limit the use or 
disclosure of 
your Data? 

You can stop receiving promotional messages via landline or mobile phone. 
You can also opt out of receiving promotional postal mail. Additionally, you 
can stop receiving promotional emails. Promotional postal or electronic mail 
may contain instructions on how to opt out, or you may choose to stop 
receiving such mail. In all cases, the procedure for making such requests is as 
follows: 
You must submit your request in writing or via phone to the Data Protection 
Officer. Your request should include your email address and phone number. 
We will have a maximum period of 5 business days from the date of your 
request to address it and will inform you of its status through the phone 
number and/or email address you provide. 

 
Means to 
exercise ARCO 
rights: How to 
access or rectify 
your Data or 
cancel or oppose 
its use? 

You have the right to access your Data that we hold and the details of its 
processing, as well as to rectify it if it is inaccurate or incomplete; to cancel it 
when you believe it is no longer needed for any of the purposes outlined in 
this privacy notice, if it is being used for non-consented purposes, or if the 
contractual or service relationship has ended, or to oppose its processing for 
specific purposes. 
The mechanism to exercise these rights is as follows: You must submit your 
request in writing or via phone to the Data Protection Officer. Your request 
should include your email address and phone number. We will have a 
maximum period of 5 business days from the date of your request to address 
it and will inform you of its status through the phone number and/or email 
address you provide. 

 
How can you 
revoke your 
consent for the 
processing of 
your Data? 

At any time, you can revoke the consent you have granted us for the 
processing of your Data, so that we cease to use it. To do this, you must 
submit your request in writing or via phone to the Data Protection 
Department. Your request should include the following information: (i) 
specific details of the reasons for requesting the rectification, reservation, or 
deletion of the Data; and (ii) your email address and phone number. 
We will have a maximum period of 5 business days from the date of your 
request to address it and will inform you of its status through the phone 
number and/or email address you provide. 



 

 

Your Data may 
be transferred to 
another country 
or shared with 
others. 

Your Data may be transferred and processed both inside and outside the 
country by parties other than the Responsible Party. In this regard, your 
information may be shared with any Third Party for the purposes outlined in 
this notice (who may in turn transfer it to other Third Parties for the purposes 
stated herein), including but not limited to the following purposes:  
(i)We participate in joint promotional campaigns with related companies and 
business partners; (ii) We hire other companies and individuals to perform 
activities on our behalf or for our benefit, such as auxiliary or complementary 
service providers including banking commission agents, data processing and 
printing companies, marketing material (printed or electronic) shipping 
companies, courier services, security and cash transport firms, advertising 
agencies, tourism service providers (such as airlines, hotels, or car rental 
companies), and companies that manage and safeguard information 
(physical or electronic) to assist in the provision of our services. They have 
access to the Data necessary to perform their functions but not for other 
purposes. Additionally, they are required to process the Data in accordance 
with this Privacy Notice and the Law;  (iii) Occasionally, we send offers to a 
select group of our clients on behalf of other companies;  (iv) In the course 
of our business, we may sell or purchase companies, subsidiaries, or business 
units. In such transactions, the Data normally forms part of the assets 
involved in the transaction, but it remains subject to the restrictions 
established in the Privacy Notice (unless, of course, the data subject consents 
otherwise); (v) We release Data when we believe its dissemination is 
necessary to comply with the Law, assert our rights, or protect our rights, 
assets, or security or that of our clients, suppliers, employees, and any third 
party. This includes exchanging information with other companies and 
organizations for fraud protection and credit risk reduction.   
We are committed to not transferring your Data without your consent, 
except for the exceptions provided in Article 37 of the Law or this Privacy 
Notice, and to carrying out such transfers in accordance with the terms 
established by the Law. 
  

By your express or tacit acceptance of our privacy policy, the data 
subject authorizes us to use, publish, reproduce, disclose, publicly 
communicate, and transmit non-confidential information, in 
accordance with the provisions of Article 109 of the Federal Copyright 
Law and Section I of Article 76 bis of the Federal Consumer Protection 
Law. 
 
If you do not express your opposition to the transfer of your Data, it 
will be understood that you have granted your consent for it. 
 

Modifications to 
the privacy 
notice. 

These modifications will be made available to the public through the 
following means: (i) visible announcements in our establishments or 
customer service centers; (ii) brochures or pamphlets available in our 
establishments or customer service centers; (iii) on our website [privacy 
notice section]; or (iv) we will send them to the last email you provided. Once 



 

 

these modifications are published, either on the Responsible Party's website, 
in publicly accessible communication boards in our establishments or 
customer service centers, on the Responsible Party's internal network, or 
distributed via emails, the modification will automatically take effect and will 
be considered accepted by the data subject if they do not express opposition 
to the terms of the modification within 5 business days following its effective 
date. 
 

Use of cookies 
and web 
beacons. 

Cookies are text files that are automatically downloaded and stored on the 
user's computer hard drive when browsing a specific website. They allow the 
web server to remember certain information about the user, including their 
preferences for viewing pages on that server, as well as their username and 
password. 
Web beacons are images embedded in a webpage or email that can be used 
to monitor a visitor's behavior, such as storing information about the user's 
IP address, the duration of interaction on the page, and the type of browser 
used, among other data. 
We inform you that we use cookies and web beacons to obtain personal 
information about you, such as the following:   

• Your browser type and operating system.   

• The websites you visit.   

• The links you follow.   

• Your IP address.   

• The site you visited before entering ours.   
These cookies and other technologies can be disabled. To learn how to do so, 
please consult your internet browser's user guide. We inform you that the 
option to disable these tools may not be available if you use our computer 
equipment, and therefore, by using it, you access the configuration profiles 
that are currently installed on those devices. 
 

Where can you 
file complaints 
and reports for 
the improper 
processing of 
your Data? 

If you believe that your right to data protection has been violated by any 
conduct of our employees or our actions or responses, or if you suspect that 
there has been a violation of the provisions established in the Federal Law on 
the Protection of Personal Data Held by Private Parties, you may file the 
corresponding complaint or report with the IFAI. For more information, 
please visit www.ifai.org.mx [optional link activation]. 
 

 
□ I consent to the processing, disclosure, and/or transfer of my sensitive Data in accordance with 
the terms and conditions of this privacy notice, and I waive any intellectual property rights related 
to the same. 
 
Name of the Data Subject: ________________________________ 
 
If applicable, name of your representative, parent, or guardian:_____________________________ 
 
Signature of the Data Subject or their Representative: ______________________________ 
 



 

 

Place and date: ____________________________________ 


